**Sistemas Cliente/Servidor**

El Cliente-Servidor es un sistema distribuido entre múltiples Procesadores donde hay clientes que solicitan servicios y servidores que los proporcionan. La Tecnología Cliente/Servidor, es un modelo que implica productos y servicios enmarcados en el uso de la Tecnología de punta, y que permite la distribución de la información en forma ágil y eficaz a las diversas áreas de una organización (empresa o institución pública o privada), así como también fuera de ella.

Las funciones de servidor a menudo requieren alguna gestión de recursos, en que un servidor sincroniza y gestiona el acceso al recurso, y responde a las peticiones de cliente con datos o información de estado. Los programas de cliente normalmente manejan las interacciones del usuario y con frecuencia solicitan datos o inician alguna modificación de datos en nombre de un usuario.

Por ejemplo, un cliente puede facilitar un formulario en que el usuario (una persona que trabaja en un terminal de entrada de datos, por ejemplo) puede especificar pedidos de un producto. El cliente envía esta información de pedido al servidor, que comprueba la base de datos del producto y realiza las tareas necesarias para la facturación y el envío. Por lo general, varios clientes pueden utilizar un mismo servidor. Por ejemplo, decenas o cientos de clientes pueden interactuar con unos cuantos servidores que controlan el acceso a las bases de datos.

![cs.gif](data:image/gif;base64,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)

Los procesos clientes son más sencillos que los procesos de los servidores, los primeros no requieren de privilegios de sistemas para funcionar, en cambio los procesos servidores sí.

Los usuarios cuando quieren acceder a un servicio de red, ejecutan un software cliente. El diseño de los servidores debe ser muy cuidadoso, debe incluir código para la manipulación de:

* autenticación: verificar la identidad del cliente.
* seguridad de datos: para que estos no puedan ser accedidos inapropiadamente.
* privacidad: garantizar que la información privada de un usuario, no sea accedida por alguien no autorizado.
* protección: asegurar que las aplicaciones no monopolicen los recursos del sistema.
* autorización: verificar si el cliente tiene acceso al servicio proporcionado por el servidor.

La mayoría de las comunicaciones punto-a-punto en las redes (incluida Internet), están basadas en el modelo Cliente/Servidor. Desde el punto de vista Internet/Intranet, tendríamos:

* Un servidor es un ordenador remoto -- en algún lugar de la red -- que proporciona información según petición.
* Un cliente funciona en su ordenador local, se comunica con el servidor remoto, y pide a éste información.
* El servidor envía la información solicitada.

Un único servidor típicamente sirve a una multitud de clientes, ahorrando a cada uno de ellos el problema de tener la información instalada y almacenada localmente.

**Sockets**

Es un "enchufe", es decir, una **conexión** con otro ordenador que nos permitirá **intercambiar** datos. Por así decirlo, cuando quiere conectarse a una página web, el navegador, que es un programa, crea un socket, que contendrá información acerca del servidor, información suficiente para poder realizar una asociación, y de esta manera poder ejercer una conexión. La definición y utilización de los sockets es clara: Conectar dos ordenadores para que puedan comunicarse entre ellos de forma remota o local.

**¿Cómo funcionan?**

Deben existir dos nodos: **Cliente** y **Servidor**. Para que ambos se comuniquen deben de enviarse información entre ellos para determinar con quien van a hablar. Un ejemplo práctico es el correo (no electrónico): Si quiere enviar una carta debe saber el destino donde va a enviar la carta, cuál es la ciudad donde vive el destinatario, su dirección, nombre, etc... Acto seguido, el remitente (cliente) al enviar la carta (mensaje) a una administrador de correo (servidor), leerá los datos y los enviará a su destino (otro cliente). Este es el caso más particular de intercambio de datos que existe. También podemos enviar datos directamente al servidor, y que el servidor nos conteste.

**Tipos**

-TCP: Están preparados para conexiones de tres pasos, en ingles se denomina three way handshake, ya que el cliente para conectarse, le pide permiso al servidor, el servidor acepta o declina (supongamos que acepta), y a partir de ahí comienza el envío y la recepción de datos. Se denomina así porque es un "apretón de manos" en tres pasos.

-UDP: No soportan conexión en tres pasos. Lo que hace el cliente es enviar el paquete con los datos al servidor sin ningún control. Un ejemplo de esta ineficiencia es Skype, el cual utiliza paquetes UDP, y si se pierde uno por el camino no lo podemos recuperar o no llegará al destinatario. Por ese motivo no se recomienda utilizar UDP excepto en casos concretos.

**Sistema operativo de red**

Los sistemas operativos de red se definen como aquellos que tiene la capacidad de interactuar con sistemas operativos en otros ordenadores a través de un medio de transmisión con el objeto de intercambiar información, transferir archivos, ejecutar comandos remotos y un sin fin de otras actividades. El punto crucial de estos sistemas es que el usuario debe saber la sintaxis de un conjunto de comandos o llamadas al sistema para ejecutar estas operaciones, además de la ubicación de los recursos que desee añadir.

El primer Sistema Operativo de red estaba enfocado a equipos con un procesador Motorola 68000, pasando posteriormente a procesadores Intel como Novell Netware. Los Sistemas Operativos de red mas ampliamente usados son: Novell Netware, Personal Netware, LAN Manager, Windows NT Server, UNIX, LANtastic.

**Sistemas distribuidos**

Los sistemas operativos distribuidos abarcan los servicios de los de red, logrando integrar recursos ( impresoras, unidades de respaldo, memoria, procesos, unidades centrales de proceso ) en una sola máquina virtual que el usuario acceda en forma transparente. Es decir, ahora el usuario ya no necesita saber la ubicación de los recursos, sino que los conoce por nombre y simplemente los usa como si todos ellos fuesen locales a su lugar de trabajo habitual. Todo lo anterior es el marco teórico de lo que se desearía tener como sistema operativo distribuido, pero en la realidad no se ha conseguido crear uno del todo, por la complejidad que suponen: distribuir los procesos en las varias unidades de procesamiento, reintegrar sub-resultados, resolver problemas de concurrencia y paralelismo, recuperarse de fallos de algunos recursos distribuidos y consolidar la protección y seguridad entre los diferentes componentes del sistema y los usuarios.

Los avances tecnológicos en las redes de área local y la creación de microprocesadores de 32 y 64 bits lograron que ordenadores más o menos baratos tuvieran el suficiente poder en forma autónoma para desafiar en cierto grado a los mainframes, y a la vez se dio la posibilidad de intercomunicarlos, sugiriendo la oportunidad de partir procesos muy pesados en cálculo en unidades más pequeñas y distribuirlas en los varios microprocesadores para luego reunir los sub-resultados, creando así una máquina virtual en la red que exceda en poder a un mainframe. El sistema integrador de los microprocesadores que hacen ver a las varias memorias, procesadores, y todos los demás recursos como una sola entidad en forma transparente, se le llama sistema operativo distribuído. Las razones para crear o adoptar sistemas distribuidos se dan por dos razones principales: por necesidad (debido a que los problemas a resolver son inherentemente distribuidos) o porque se desea tener más seguridad y disponibilidad de recursos.

En el primer caso tenemos, por ejemplo, el control de los cajeros automáticos. Ahí no es posible ni eficiente mantener un control centralizado, es más, no existe capacidad de cómputo y de entrada/salida para dar servicio a los millones de operaciones por minuto. En el segundo caso, supóngase que se tienen en una gran empresa varios grupos de trabajo; cada uno necesita almacenar grandes cantidades de información en el disco duro con una alta seguridad y disponibilidad. La solución puede ser que para cada grupo de trabajo se asigne una partición del disco duro en servidores diferentes, de manera que si uno de los servidores falla, no se deje dar el servicio a todos, sino sólo a unos cuantos y, más aún, se podría tener un sistema con discos en espejo (mirror) a través de la red, de manera que si un servidor se cae, el servidor en espejo continúa trabajando y el usuario no se da cuenta de estos fallos, es decir, obtiene acceso a recursos en forma transparente.

Los sistemas distribuidos deben de ser muy seguros, ya que si un componente del sistema falla, otro componente debe de ser capaz de reemplazarlo. Entre los diferentes Sistemas Operativos distribuidos que existen tenemos los siguientes: Sprite, Solaris-MC, Mach, Chorus, Spring, Amoeba, Taos, etc.

Son sistemas cuyos componentes hardware y software, que están en computadoras conectadas en red, se comunican y coordinan sus acciones mediante el paso de mensajes, para el logro de un objetivo. Se establece la comunicación mediante un protocolo preestablecido.

**Características de los sistemas distribuidos**

* Concurrencia.- Esta característica de los sistemas distribuidos permite que los recursos disponibles en la red puedan ser utilizados simultáneamente por los usuarios y/o agentes que interactúan en la red.
* Carencia de reloj global.- Las coordinaciones para la transferencia de mensajes entre los diferentes componentes para la realización de una tarea, no tienen una temporización general, está más bien distribuida en los componentes.
* Fallos independientes de los componentes.- Cada componente del sistema pudiera fallar de manera independientemente, y los demás continuar ejecutando sus acciones. Esto permite el logro de las tareas con mayor efectividad, pues el sistema en su conjunto continua trabajando.

**Ventajas de los sistemas distribuidos**

Con respecto a Sistemas Centralizados:

* Una de las ventajas de los sistemas distribuidos es la economía, pues es mucho más barato, añadir servidores y clientes cuando se requiere aumentar la potencia de procesamiento.
* El trabajo en conjunto. Por ejemplo: en una fábrica de ensamblado, los robots tienen sus CPUs diferentes y realizan acciones en conjunto, dirigidos por un sistema distribuido.
* Tienen una mayor confiabilidad. Al estar distribuida la carga de trabajo en muchas máquinas la falla de una de ellas no afecta a las demás, el sistema sobrevive como un todo.
* Capacidad de crecimiento incremental. Se puede añadir procesadores al sistema incrementando su potencia en forma gradual según sus necesidades.

Con respecto a PCs Independientes:

* Se pueden compartir recursos, como programas y periféricos, muy costosos. Ejemplo: Impresora Láser, dispositivos de almacenamiento masivo, etc.

1. Al compartir recursos, satisfacen las necesidades de muchos usuarios a la vez. Ejemplo: Sistemas de reservas de aerolíneas.
2. Se logra una mejor comunicación entre las personas. Ejemplo: el correo electrónico.

* Tienen mayor flexibilidad, la carga de trabajo se puede distribuir entre diferentes computadoras.

**Desventajas de los sistemas distribuidos**

El principal problema es el software, el diseño, implantación y uso del software distribuido, pues presenta numerosos inconvenientes. Los principales interrogantes son los siguientes:

* ¿Qué tipo de S. O., lenguaje de programación y aplicaciones son adecuados para estos sistemas?
* ¿Cuánto deben saber los usuarios de la distribución?
* ¿Qué tanto debe hacer el sistema y qué tanto deben hacer los usuarios?

Un aspecto primordial en este tipo de sistemas tiene que ver con las redes de comunicación. Por ejemplo: -Pérdida de mensajes, saturación en el tráfico, etc. Otro problema que puede surgir al compartir datos es la seguridad de los mismos. En general se considera que las ventajas superan a las desventajas, si estas últimas se administran seriamente.
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